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What is Elder Financial Exploitation?

• Elder financial exploitation (EFE) is the illegal or improper use of an older person’s funds, property or assets

• Perpetrators can be strangers or close trusted contacts

• Our research discussion will mainly focus on fraud by strangers as this much more widely reported

• Risk factors and policies will also differ
Why Focus on Older Individuals?

1. Older individuals have several risk factors for experiencing financial exploitation
   - Declines in executive functioning with aging
   - Greater loneliness, social isolation
   - Lack of sophistication with technology

2. They are a rising share of the population
Older People are a Rising Share of the Population

Source: US Census Bureau
How Pervasive is Financial Exploitation?

• There are 3 main sources of data to study EFE. Fraud is reported to several agencies including:
  
  • Consumer Financial Protection Bureau (CFPB)
  • FBI’s Internet Crime Complaint Center (IC3)
  • Federal Trade Commission (FTC)

• However, most fraud goes unreported ... this is a huge caveat to all statistics
Reports of Fraud Have Risen Sharply

- Less than half of fraud reports include the age of the victim
- Most reports are only about fraud from strangers
- One study finds that 8.7 percent of those 50+ experienced some type of fraud over the past 5 years

Deliema et al (2020)

Source: Consumer Sentinel Network, Federal Trade Commission
Fraud Rates in Fed’s 7th District States

Source: Consumer Sentinel Network, Federal Trade Commission
Financial Losses from Fraud

• Total losses from *reported* fraud in the US amounted to over $10 billion in 2023

• Older individuals (60+) are actually *less* likely to report a loss from fraud than other adults

• But, when older people do experience losses, they tend to be much higher

• In total the FTC thinks that the total cost of EFE in 2022 was between $5.9 and $48.4 billion
Reported Fraud Losses are Especially Large for Those Over 70

Source: Consumer Sentinel Network, Federal Trade Commission
Loss Report *Rates* by Types of Fraud

Source: Consumer Sentinel Network, Federal Trade Commission, Data for 2022
Total Losses by Types of Fraud (60+)

- Investment Scams: $404M (+175%)
- Business Imposters: $271M (+78%)
- Romance Scams: $240M (+13%)
- Government Imposters: $186M (+52%)
- Tech Support Scams: $159M (+117%)
- Prizes, Sweepstakes & Lotteries: $134M (+24%)
- Online Shopping: $54M (-5%)
- Fake Check Scams: $48M (+116%)
- Family & Friend Imposters: $32M (+36%)
- Timeshare Resales: $16M (+15%)

TOTAL LOSS (% CHANGE FROM 2021)

Source: Consumer Sentinel Network, Federal Trade Commission, Data for 2022
Total Losses and Loss Reports by Types of Payment (60+)

<table>
<thead>
<tr>
<th>Type of Payment</th>
<th>Total Loss</th>
<th>% of Loss Reports</th>
</tr>
</thead>
<tbody>
<tr>
<td>Bank Transfer or Payment</td>
<td>$570M</td>
<td>10%</td>
</tr>
<tr>
<td>Cryptocurrency</td>
<td>$288M</td>
<td>7%</td>
</tr>
<tr>
<td>Gift Card or Reload Card</td>
<td>$126M</td>
<td>23%</td>
</tr>
<tr>
<td>Wire Transfer</td>
<td>$118M</td>
<td>4%</td>
</tr>
<tr>
<td>Check</td>
<td>$99M</td>
<td>4%</td>
</tr>
<tr>
<td>Cash</td>
<td>$86M</td>
<td>3%</td>
</tr>
<tr>
<td>Credit Cards</td>
<td>$54M</td>
<td>25%</td>
</tr>
<tr>
<td>Debit Card</td>
<td>$28M</td>
<td>14%</td>
</tr>
<tr>
<td>Payment App or Service</td>
<td>$22M</td>
<td>9%</td>
</tr>
<tr>
<td>Money Order</td>
<td>$15M</td>
<td>1%</td>
</tr>
</tbody>
</table>
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